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Who are we? 
 
A group of highly driven experienced people providing a “One stop shop” for information security 
solutions and services to Government, commercial and domestic markets.  The management team 
has over 50+ years’ of experience in the domain.  The core team is committed to success driven by a 
passion to deliver value to the market. 
 
Suraksha offers face to face, web based and computer based training and awareness in a range of 
areas from end user awareness to deep technical expertise.  Delivered for groups of individuals and 
also for organization wide audiences including handouts, posters, cheat sheets and awareness 
merchandise including social media Suraksha have a very effective delivery mechanism. 
 

What we offer? 

 Information Security Awareness and Training 
 Governance, Risk and Compliance Management 
 IT-IS Audit 
 Penetration testing 
 Forensic Investigation 
 Vulnerability Assessments 
 Search and Find 

 

Why Information Security Training? 
In fo rma t ion  Secur i t y  is one of the most sought after training that ensures the safety of sensitive and 

critical information within your organization by bringing behavioral change and spreading awareness 

within your staff. 

 

 The nature of sensitive material and physical assets they may come in contact with, such as 

trade secrets, privacy concerns and government classified information  

 Employee and contractor responsibilities in handling sensitive information, including review of 

employee nondisclosure agreements  

 Requirements for proper handling of sensitive material in physical form, including marking, 

transmission, storage and destruction  

 Proper methods for protecting sensitive information on computer systems, including password 

policy and use of two-factor authentication  

 Other computer security concerns, including malware, phishing, social engineering, etc.  

 Workplace security, including building access, wearing of security badges, reporting of 

incidents, forbidden articles, etc.  

 Consequences of failure to properly protect information, including potential loss of 

employment, economic consequences to the firm, damage to individuals whose private 

records are divulged, and possible civil and criminal penalties  

  

Information Security Awareness 

Training Program [ISATP] for 

your organization in 2012 
 

 
Who should attend? 

CIO,  CFO, S ta f f ,  Managers ,  HR,  

P lanners ,  IT  and Suppor t  s ta f f  

 

 
Register your interest 
Email: inqu i r ies@surakssha.com  
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 Training Highlights 
 

Part A :  Vu lnerabi l i t ies ,  threats and the r isks assoc iated with  the in format ion you 

handle.   Malware,  Spyware,  Scams,  Account  Secur i ty ,  In format ion Thef t  /  Ident i ty  

Thef t ,  Physica l  Secur i ty  

 

Part B :  Informat ion Secur i ty  Management  System, Internat iona l  s tandard and the 

mechanism to secure the organizat ion  

 

Part C :  Po l ic ies,  Procedures,  and Work Prac t ices in  your organizat ion  
 

 What this training means to you? 
 
Being secur i ty  aware means you unders tand that  there is  the potent ia l  for  some 

people to de l iberately  or acc identa l ly  s tea l ,  damage, or misuse the data that  is  

s tored w ith in a  company's  computer systems and throughout  i ts  organizat ion.  

Therefore,  i t  would be prudent  to  suppor t  and  protec t  the assets o f  the inst i tu t ion 

( in format ion,  phys ica l ,  and personal )  by t ry ing to stop that  f rom happening.  

 

 
 What this training means to your organization?  

 

  Communicate po l icy to  the staf f  and encourage compl iance  

  M it igate the Secur i ty  versus Usabi l i t y  equat ion  

  Defend against  socia l  engineer ing  threat  components  

  User  awareness enhances the overa l l  secur i ty  prof i le  and increases the 

product iv i ty  

  In form users about  how to  recognize and react  to  potent ia l  threats  

  Educate users  about  informat ion secur i ty  techniques they  can use  

 

 

 

 

 

 

In fo rma t ion  secu r i t y  can  

on ly  be  successfu l  i f  i t  

i s  seen as an in teg ra l  

par t  o f  the  day- to -day 

work responsib i l i t ies,  

and i t  i s  there fore  

necessa ry tha t  

everybody in  the  

organ iza t ion  

understands the  

impor tance o f  

in fo rmat ion  secur i ty ,  

employees  as  we l l  as 

top  management .   The 

long- term success o f  an  

in format ion  secur i ty  

p rogram can on ly  be  

e f fect i ve  i f  there  i s  

awareness  and sup por t  

th roughout  the  

organ iza t ion .  

Venue:  
 
Date:  
 
Who should attend? 

CIO, CFO,  Staf f ,  Managers,  HR, P lanners ,  IT  and Suppor t  s ta f f  

 

How much it costs? 
Please emai l  us your requi rements  at  info@suraksha.com.au  

 
For further inquiries 

 
Call  +61 417 567 658   Dr. Suresh Hungenahally  suresh.hungenahally@surskaha.com.au 

         +61 449 099 002   Mr Guru Muralidhar         guru.muralidhar@surskaha.com.au 
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